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legrand.signalement.net web sitesi (“Web sitesi”), 2 rue Kellermann, 59100 Roubaix, Fransa adresinde mukim OVH sunucularında barındırılmaktadır

**VERİ SORUMLUSUNUN KİMLİĞİ**

Toplanan kişisel verilerin işlenmesi, aşağıdaki veri sorumlusunun sorumluluğu altında yürütülmektedir:

|  |  |
| --- | --- |
| Veri Sorumlusunun adı ve iletişim bilgileri | Legrand France SA 128, av. du Maréchal de Lattre de Tassigny 87045 Limoges Cedex (Fransa) |
| Veri Sorumlusunun hukuki bilgileri  | Halka açık limited şirket (Société Anonyme) kayıtlı sermayesi 54.912.550 €SIRET No. (Tic. sicili) 758 501 001 00013 APE Kodu (İş kategorisi) 2733ZLimoges Ticaret Siciline 758 501 001 numara ile kayıtlıKDV Kimlik No. FR 94 758 501 001 |

**TOPLANAN VERİLER VE VERİ İŞLEMENİN AMACI**

**Bize bildirdiğiniz veriler**

|  |  |  |  |
| --- | --- | --- | --- |
|  | Toplanan veriler | Veri işlemenin amacı  | Veri işlemenin hukuki dayanağı |
| İhbarda bulunanla ilgili veriler Bu veriler gizli tutulur.Sistemin anonim kullanılması önerilmemektedir. Ancak eğer anonim kalmak istiyorsanız, ihbarı ilk alanın, sistem çerçevesinde iletilmesinin uygunluğunu değerlendirmesi için, belirtilen hususların ne kadar ciddi olduğunun ortaya konulması gerekecek ve fiili unsurların yeterli detayda olması gereklidir. | Adı, soyadı | İhbarın daha kolay işlenmesi  | Yönetimin meşru menfaati ve ihbarların ele alınması |
| E-posta adresi | Yeni mesaj alındığının bildirilmesi |
| Meslek | İhbarın daha kolay işlenmesi  |
| Telefon numarası | Yeni mesaj alındığının cep telefonuna, taşınır cihazlara gönderilmesi İhbarın işleme alınmasında telefonla iletişim  |
| Raporlanan eylem(ler)le ilgili veriler | Raporlanan eylem(ler)Bize gönderdiğiniz mesajların ve eklerinin içerikleri, özellikle bir ihbarın konusunu oluşturan kişilerle ilgili kişisel veriler içerebilir. | Spesifik bir kuralın ihlalini ortaya çıkarmayı amaçlayan ihbarların alınması ve işlenmesi  | Hukuki vecibe(« Sapin 2 Kanunu », « Özen Görevi ile ilgili Kanun ») |

\* Raporlanan hususlar kesinlikle ihbar sisteminin doğrudan hedeflediği eylemlerle sınırlı olmalıdır. Veriler, raporlanan hususların niteliğini tarif etmek için objektif şekilde formüle edilmeli ve bu hususların iddia edilen niteliği belirtilmelidir.

Hususların açıklaması, belli kategorilerde verilerin (GDPR Madde 9’da belirtilen) veya suçlar veya mahkûmiyetler ile ilgili verilerin (GDPR Madde 10’da belirtilen) bildirilmesini içerebilir. Bu spesifik durumlarda, o verilerin işlenmesine ulusal kanunun spesifik hükümleriyle veya yerine göre bir yasal işlemin hazırlanmasına, icrasına ve takibine olanak vermek için yetki verilmiştir.

Sistemin suiistimal edilmesi, ihbarda bulunanı olası yaptırımlara veya kovuşturmaya maruz bırakabilir. Aksine, hususların doğru olmadığı sonradan ortaya çıksa veya herhangi bir işlem başlatılmasa dahi, sistemin iyi niyetle kullanımı halinde ihbarda bulunan herhangi bir disiplin yaptırımına maruz kalmaz.

**Hizmetlerimiz sırasında toplanan veriler**

|  |  |  |  |
| --- | --- | --- | --- |
|  | Toplanan veri | Veri işlemenin amacı  | Veri işlemenin hukuki dayanağı |
| Raporlanan eylem(ler)le ilgili veriler | Raporlanan hususların doğrulanmasının bir parçası olarak toplanan unsurlarHususların açıklaması, belli kategorilerde verilerin (GDPR Madde 9’da belirtilen) veya suçlar veya mahkûmiyetler ile ilgili verilerin (GDPR Madde 10’da belirtilen) bildirilmesini içerebilir. Bu spesifik durumlarda, o verilerin işlenmesine ulusal kanunun spesifik hükümleriyle veya yerine göre bir yasal işlemin hazırlanmasına, icrasına ve takibine olanak vermek için yetki verilmiştir. | Spesifik bir kuralın ihlalini ortaya çıkarmayı amaçlayan ihbarların alınması ve işlenmesi  | Hukuki vecibe(« Sapin 2 Kanunu », « Özen Görevi ile ilgili Kanun ») |
| İhbarın alınmasında veya işlenmesinde yer alan kişilerle ilgili veriler  | Adı, soyadı ve fonksiyonlar | Spesifik bir kuralın ihlalini ortaya çıkarmayı amaçlayan ihbarların alınması ve işlenmesi Bilgiyi alanların izlenebilirliği | Yönetimin meşru menfaati ve ihbarların ele alınması |
| E-posta adresleri ve telefon numaraları | İhbar veya yeni mesaj alındığının Bildirilmesi  |

**Hizmetlerimiz sırasında toplanan veriler**

|  |  |  |
| --- | --- | --- |
| Toplanan veri | Veri işlemenin amacı  | Veri işlemenin hukuki dayanağı |
| Doğrulama işlemlerinin raporları ve raporun takibi | Spesifik bir kuralın ihlalini ortaya çıkarmayı amaçlayan ihbarların alınması ve işlenmesi  | Hukuki vecibe(« Sapin 2 Kanunu », « Özen Görevi ile ilgili Kanun ») |

**VERİ SAKLAMA**

Legrand Fransa tarafından toplanan ve ihbarın işlenmesi için gereken veriler, imha edilmeden önce, ara arşivde altı yıl (cürümler için zamanaşımı süresi) süreyle saklanır. İhbarın bir ağır suçu (örneğin hakime rüşvet) bildirmesi halinde, veriler nihai olarak imha edilmeden önce ara arşivde saklama süresi yirmi yıldır (ağır suçlar için zamanaşımı süresi).

**KULLANICILARIN HAKLARINI KULLANMASI**

ilgili şahıslar (ihbarda bulunan, ihbarın toplanmasında veya işlenmesinde yer alan, kurban sıfatıyla ihbarın konusu olan şahıs veya hususların iddia edilen tanığı) ihbar sistemini kullanarak veya Grup Uyum Görevlisine postayla erişim haklarını kullanabilirler. Bu hakkı kullanmakla, bu kişiler üçüncü şahıslarla ilgili herhangi bir veri almayacaktır.

İşleme, sözleşmeye veya muvafakate dayalı değildir, ilgili şahıslar, taşınabilirlik haklarını kullanamaz.

RGPD Madde 21 hükümlerine uygun olarak, ilgili şahıslar, yasal vecibeye istinaden toplanan ve işlenen kişisel verilerin işlenmesine prensipte itiraz edemez. İtiraz hakkı sadece, veri sorumlusunun meşru menfaatine istinaden işlenen veriler için geçerlidir, şu şartla ki ilgili şahıs, kendi durumuyla ilgili sebeplere başvurmalı ve verilerinin işlenmesi gerekmediğini veya artık gerekmediğini (örneğin hata durumunda) kanıtlamalıdır.

Etik Hattında adı geçen herhangi bir şahıs, RGPD’nin sırasıyla 16, 17 ve 18. Maddelerinde yer alan koşullarda, kişisel verilerinin düzeltilmesini veya silinmesini veya kişisel verilerinin işlenmesinin kısıtlanmasını talep etme hakkına sahiptir.

Grup Uyum Görevlisine talep göndermek suretiyle, geçerli destekleyici doküman ibrazına tabi olarak bu hakları herhangi bir zamanda kullanabilirsiniz:

- postayla: LEGRAND, Direction Juridique Grupe, 82 rue Robespierre – BP 37 93171 Bagnolet Cedex

- legrand.signalement.net sitesini kullanarak.

Talebiniz, alınmasından itibaren bir ay içinde işleme alınacaktır. Taleplerin karmaşıklığı ve sayısı ışığında gerekirse bu süre iki ay uzatılabilir. Böyle bir durumda, talebinizin alınmasından itibaren bir ay içinde bu süre uzatımı ve gerekçesi konusunda bilgilendirileceksiniz.

Bariz şekilde dayanaksız veya aşırı talepler haricinde, haklarınızı kullanmanız için ödeme talep edilmeyecektir. Böyle bir durumda, Legrand Grubu ayrıca talebinize yanıt vermeme hakkını saklı tutar.

Size verilen yanıttan tatmin olmamanız halinde, Fransız veri koruma kurumu Commission Informatique et Libertés’ye (CNIL) şikâyette bulunma hakkınız bulunduğunu hatırlatırız: <https://www.cnil.fr/>.

**VERİ İŞLEME KOŞULLARI**

Kişisel veriler manuel ve bilgisayarlı araçlar yardımıyla işlenmektedir.

**VERİLERE ERİŞİM**

Kişisel verilerinize sadece aşağıdakilerin, görevleri ile sınırlı olarak erişimi vardır:

* Görevi bakımından yetkilendirilmiş Legrand Fransa personeli (ana referans olarak Grup Uyum Görevlisi dahil);
* Eğer ihbarı doğrulamak veya işlemek için verilerin iletişimi kesinlikle gerekli ise, ilgili Legrand Grup şirket(ler)inin yetkili personeli. Eğer böyle bir iletişim, bir Avrupa mukimi ile ilgili kişisel verilerin Avrupa Birliği dışına aktarımına yol açacaksa, söz konusu aktarıma öncelikle Fransız Veri Koruma Kurumunun (CNIL) standart veri koruma maddelerinin önceden uygulanması ile yetki verilecektir;
* Spesifik bir durumun ele alınmasından spesifik olarak sorumlu uzmanlar;
* Takibatta mahkeme emriyle adli makamlar

En az bir ihbarı alma potansiyeli olanların, gizlilik vecibesine tabi olduğunu ve verilerinizi sadece sözleşme hükümlerimize ve uygulanabilen kanuna uygun olarak kullanabileceklerini hatırlatırız.

Ayrıca eğer sizin veya başka bir kişinin hayati çıkarlarını korumak için gerekirse, eğer tabi olduğumuz bir yasal vecibenin yerine getirilmesi için veya mahkemede haklarımızı bulmamız, kullanmamız veya savunmamız için gerekli ise, kişisel verilerinizi paylaşmamız gerekebilir.

**VERİ GÜVENLİĞİ**

LEGRAND Grubu, kişisel verilerinizi korumak için yönetmeliklere uygun olan yeterli fiziksel, elektronik ve idari koruma tedbirleri uygulamıştır.

**MAHREMİYET POLİTİKASINDA TADİLAT**

Bu doküman, önceden bildirmeksizin herhangi bir zamanda tadil edilebilir. Düzenli olarak buna başvurmanızı öneririz.

**MUHTELİF**

Mevcut ihbar sistemi, raporda bulunmak için (hiyerarşik yolla aynı şekilde). diğer yöntemlerden sadece birisidir Personel bunu kullanmadığı için yaptırıma konu edilemez.